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Abstract 

The main focus of this article is to illustrate how the anonymity of respondents’ answers in survey research can 

be guaranteed by using the randomized response method. In this article we discuss the research approach and 

results of a study concerning rules violation. In this type of study respondents often tend to give socially 

desirable or generally accepted answers. Furthermore there is often an underrepresentation of offenders in the 

response because they are more likely to refuse cooperation to survey research. We discuss these effects with a 

study about violations by Dutch companies of a Dutch law concerning the legal circumstances under which it is 

allowed to employ foreigners, the so-called ‘Wet arbeid vreemdelingen (WAV)’. 

 

The most important aspect of the RR method is that respondents’ answers depend on the outcome of a 

randomization device, a game of chance so to speak. This in theory gives the individual respondent the guarantee 

that he or she can answer truthfully to sensitive questions without any risk of being found out. Neither the 

investigator nor the interviewer knows if the respondent has answered truthfully or has given a fixed answer in 

accordance with the rules of the ‘RR game’. In RR the anonymity of the respondents’ answers is guaranteed by 

the introduction of the element of chance. That said, even though it is not possible to determine if individual 

answers are correct, it is still possible for the researcher to make an estimate for the entire group (population) 

concerning the total level of rules violation or engagement in the sensitive behavior. This is possible because 

based on the probability distribution of the randomization device, the percentage of respondents that were 

supposed to answer truthfully can be predicted. 

 

The exponential increase in data being generated and collected in modern society has caused increasing concerns 

about privacy issues, especially in relation to the disclosure of sensitive information. Randomized response could 

potentially ease some of these concerns by guaranteeing the anonymity of data being collected. 

 

Based on our research approach it is possible to derive control mechanisms which can be used to generate 

correction factors. The use of these correction factors leads to better estimates of the levels of rules violation. 

The outcomes of the study contribute to the further optimization of the randomized response design. 
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1. INTRODUCTION 
The main focus of this article is to show how the anonymity of respondents’ answers in survey research can be 

guaranteed by using the randomized response (RR) method. In contemporary modern society people are often 

asked or obliged to disclose information, often sensitive information. As a result of technological advancements 

such as the internet, the process of information disclosure has changed and it has in many ways become easier to 

collect data about people. Mobile computing, cloud computing and the so-called ‘internet of things’ are just 

some examples of recent innovations. The ease of data collection and the exponential increase in data being 

generated and collected has caused increasing concerns about privacy issues, especially in relation to the 

disclosure of sensitive information (see for example Cranor et al. 2000). Randomized response could potentially 

ease some of these concerns by guaranteeing the anonymity of data being collected (see for example Sun et al. 

2014). 

 

Participating in studies concerning sensitive or fraudulent behavior can be threatening in various ways, this 

threat has an intrinsic and extrinsic component (Lensvelt-Mulders and De Leeuw 2002). Questions about 

sensitive topics are often very personal in nature and that poses an intrinsic threat. When answering these types 

of questions during a survey, respondents are confronted with their own unacceptable or undesirable behavior 

which can have a negative influence on the way they perceive themselves. 

In addition to the intrinsic component of the threat there is also an extrinsic component as a result of perceived 

threats coming from the external environment (either real or imaginary). Certain behaviors can for instance result 

in penalties. In addition to criminal penalties, certain behaviors also carry the risk of social sanctions. For 

instance, one could be excluded from one’s own peer-group if behavior is exhibited which is deemed socially 

undesirable or unacceptable. 

Because of the intrinsic and extrinsic threat respondents often refuse to participate in research on sensitive topics 

and when they do, they have the tendency to skip the most sensitive questions or to only give socially desirable 

or generally accepted answers (Lee 1993). 

 

To gain insight into the level of violation by Dutch companies of a law concerning the legal circumstances under 

which it is allowed to employ foreigners, the so-called ‘Wet arbeid vreemdelingen (WAV)’, we conducted a 

study using randomized response (Groenewoud and Van Rij 2007). This study was based on a large dataset that 

deals with illegal workforces in the Netherlands and the social context thereof. We applied a heuristic approach 

for the detection of cheating and non-compliance and used this to adjust the estimated levels of rules violation. A 

unique aspect of this research study was the availability of semi-validation data, which made it possible to better 

evaluate the quality of the RR estimates. 

 

Research studies have indicated that RR is superior in eliciting admissions to sensitive or fraudulent behaviors 

compared to direct questioning (van der Heijden et al. 2000). Having said that, there are certain complications 

when using RR, mainly as a result of cheating and non-compliance with the RR instructions (see for example 

Coutts and Jann 2011). Cheating mostly refers to respondents who engage in the sensitive behavior being 

investigated, but are unwilling to admit this when asked about it. Non-compliance usually refers to respondents 

who are not engaged in the sensitive behavior, but refuse to adhere to the RR instructions when they are forced 

to say that they have engaged in this behavior (when in reality they have not). The probability key involved in 

RR however, makes it possible to compensate for cheating and non-compliance. 

 

2. DATA: ILLEGAL WORKFORCES IN THE NETHERLANDS 
The data was collected to gain insight into the level in which Dutch companies violated a law concerning the 

legal circumstances under which it is allowed to employ foreigners. It is not easy to determine the number of 

illegal workers, because this is a so-called 'hidden population' of which the size and whereabouts are unknown 

(see also Sikkel et al. 2006). There is no list containing all employers who make use of illegal workers. There is 

also no list containing all illegal workers. There are certain list containing some of these people, such as police 

registrations and medical records, but these are far from complete. 

The data were gathered via a computer-assisted randomized response online survey. Semi-validation data were 

available consisting of an anonymized sample of companies from seven high-risk sectors which were audited by 

the Dutch Labor Inspection a year prior to the study. This is a unique group, we did not know at which individual 

companies the Labor Inspection had established violations of the law, but we did know how many percent of 

them were fined by the Labor Inspection. We also knew the total number of audited companies that were invited 

to participate in this study and what percentage of them were fined. The control group is essential in our 

evaluation of the method used for correcting the initial RR estimates. Using the control group, we can ascertain 

whether fraudulent employers are less inclined to participate in research concerning violation of the WAV. This 
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control group also allows us to determine if employers who do participate are more inclined to give socially 

desirable or generally accepted answers. 

 

For the study, a random sample was drawn from seven high-risk sectors. The sample was expanded with 

employers outside these seven sectors allowing us to generalize the results to the entire population consisting of 

all Dutch employers in 2006. The questionnaire was completed by 7.293 respondents on behalf of their 

company. For the control group of the Labor Inspection, 2.449 companies were contacted, of which 436 

enterprises were willing to participate. The response rate in the various sectors ranged from 15-23 percent. The 

fieldwork took place in the period January 2007 - February 2007 and concerned rules violations in the year 2006. 

 

3. RANDOMIZED RESPONSE METHOD 
There are several techniques available to investigate sensitive topics. We here list some of the most well-known 

ones used for eliciting sensitive information: 

• Direct questioning (see for example van der Heijden et al. 2000); 

• Item or unmatched count technique (Droitcour et al. 1991); 

• Three-card method (Droitcour et al. 2001); 

• Randomized response (Warner 1965). 

 

The last three techniques in the above list can only be used to generate population estimates. If you are interested 

in exactly classifying the individuals that have engaged in the sensitive behavior, one would require individual 

estimates. However, for many purposes it will suffice to generate population estimates of the prevalence of the 

sensitive behavior. Regardless of the technique used, there are of course also other factors to consider such as 

anonymity clauses and the wording of questions (Tourangeau and Yan 2007). 

 

The original randomized response method was developed by Stanley Warner (1965). The basic idea is the 

introduction of an element of chance through a randomization device to guarantee the anonymity of individual 

respondents’ answers. In RR the respondents’ answers depend on the outcome of a game of chance. This in 

theory gives the respondent the guarantee that he or she can answer truthfully to sensitive questions without any 

risk of being found out. Neither the investigator nor the interviewer knows if the respondent has answered 

truthfully or has given a fixed answer in accordance to the rules of the ‘RR game’. That said, even though it is 

not possible to determine if individual answers are correct, it is still possible for the researcher to make an 

estimate for the entire group (population) concerning the total level of rules violation. This is possible because 

based on the probability distribution of the randomization device, the percentage of respondents that were 

supposed to answer truthfully can be estimated. 

 

Forced randomized response method with virtual dice 

Since the inception of the basic RR method,  several other forms of this technique have been developed (see for 

example Lensvelt-Mulders et al. 2004; Fox and Tracy 1986). In this study (Groenewoud and Van Rij 2007), we 

have applied the so-called forced randomized response method with virtual dice. The questions were asked via a 

computer-assisted randomized response online survey. The respondents are asked to throw the two dice without 

the interviewer or researcher knowing the outcome.  Depending on the sum of the dice, the respondent must 

answer ‘yes’ or ‘no’ or answer truthfully. It for instance can go as follows: 

• Throw the dice. 

• If the outcome is 2, 3 or 4, always answer yes (regardless the content of the question). 

• If the outcome is 11 or 12, always answer no (regardless the content of the question). 

• If the outcome is 5, 6, 7, 8, 9 of 10, always answer truthfully (regardless the content of the question). 
 

At most of our RR-questions, the above RR-instructions were used but we also varied this a bit resulting in 

different probability distributions for the various RR-questions.. 

 

The fraction of rules violators can be computed as follows (Fox and Tracy 1986): 
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with  π̂  denoting the estimated proportion of rules violators, λ  denoting the proportion given yes-answers, θ 

denoting the proportion forced yes-answers and p the probability of being asked to answer truthfully. 

 

4. DIFFICULTIES WHEN USING RANDOMIZED RESPONSE 
The RR method is generally accepted as one of the best currently available methods for estimating levels of rules 

violation, but there are a number of concerns when applying this method. Due to the RR instructions the 

questions are formulated in a more complex fashion than is the case when using direct questioning. This may 

lead to higher numbers of respondents who do not understand the questions and as a result possibly answer 

incorrectly. There is also the problem of cheaters, people who are in fact ‘guilty’ of the sensitive behavior being 

investigated yet will never say so when asked about it. When these cheaters are supposed to answer truthfully in 

accordance to the RR instructions or are ‘forced’ to say that they are engaged in the sensitive behavior, they 

deliberately ignore the RR instructions because they do not want any record of their undesirable or unacceptable 

behavior. Cheating is not a problem unique to RR though but also applies to other methods such as direct 

questioning, it is a problem related to inquiries into sensitive behavior in general. There are also people who find 

it difficult to answer that they have engaged in any sensitive behavior when that is not the case. However, 

sometimes the RR instructions would force them to do so, but they then choose not to comply with those 

instructions. 

So whether it happens consciously or unconsciously, deliberately or by accident, whether it concerns actual 

violators or not, it is likely that certain people will not always adhere to the RR instructions. Furthermore, despite 

the guarantee of anonymity, violators are still probably less likely to participate in research concerning the level 

of rules violation than people who have not engaged in the behavior being investigated. As a result data collected 

using RR will be biased to a certain extent. However, the probability key involved in the implementation of RR, 

allows for several cheating detection methods which can be used to correct the initial RR estimates. When using 

other data collection methods it is far less possible to accurately correct for cheating/evasive answers. 

 

5. CORRECTION FOR CHEATING AND NON-RESPONSE 
In this study conducted in 2007, we used an intuitive or heuristic approach to classify potential cheaters and non-

compliers. In the survey several RR questions were included which were used to compensate for cheating and 

non-compliance. 

 

Classification of cheaters (internal validity) 

We examined the response patterns at the four most sensitive questions. Based on the statistical distribution of 

the dice, we determined the likely percentage of respondents that can be expected to give a socially acceptable or 

desirable answer at each RR question. This was done by multiplying the likely statistical probabilities that 

someone should give a socially acceptable answer at the individual RR questions. 

 

The estimated or likely percentage of respondents with only socially acceptable answers (Pctes) was then 

subtracted from the observed percentage of respondents with only socially acceptable answers (Pctos) to 

determine the percentage of cheaters (Pctcheat). 

 

(3) Pctcheat = Pctos - Pctes 

 

For the analysis we focused on the four most sensitive RR-questions in the survey. It is import that the RR-

questions included in this type of analysis are about equally sensitive. If for instance one of them was 

considerably less sensitive than the rest, one would have far less difficulty giving a socially undesirable answer 

to that question. As a result, the percentage of people with only socially desirable answers to all four of these 

questions would be lower. 

 

Comparison to control group (external validity) 

In order to assess both the internal and external validity of the results, the study contained a control group. It is 

an anonymized sample of companies from seven high-risk sectors who a year prior to the survey were inspected 

by the Dutch Labor Inspection. This is a unique group. We knew not at which individual companies the Labor 

Inspection established violations of the WAV, we only knew in total for how many percent of them a penalty 

report was made. The control group forms the key to our analysis of the correction factors. Firstly, by using this 

group we can establish whether fraudulent employers are less likely to participate in research concerning the 



  
 

  5 
 

WAV and secondly whether employers who do participate give socially desirable answers. By making these two 

comparisons, we have determined correction factors . These correction factors are ultimately used to correct the 

answers of all employers (n = 7293 ) and that leads, in this case, to higher estimates. The correction factors are 

defined as follows: 

 

 

(4) Pct

Pct
C

erv

orv
  =

 

 

With: 

C = Correction factor 

Pctorv = Real or observed percentage of rules violation in control group (as established by the Dutch 

Labor Inspection) 

Pcterv = Estimated percentage of rules violation in control group 

 

6. RESULTS 
In this paragraph we discuss the analysis of the cheaters and other people who don’t adhere to the rules of the 

RR-game (internal validity). Secondly, we look at potential non-response bias, using the control group (external 

validity). Then we present the estimated levels of rules violations before and after applying correction factors. 

 

Analysis of cheaters 

The percentage of respondents with only socially desirable answers at the four most sensitive RR-questions, is 

61.5 percent. However, the expected percentage with only socially desirable answers, is 21.3 percent. That 

means that 40.2 percent of the respondents can most likely be considered cheaters. This is a significant group for 

which the estimated levels of rules violation needed to be corrected. In theory it is of course possible that not a 

single company employs illegal workers. If anyone was ‘forced’ by the dice to answer truthfully, the chance of a 

socially desirable response would be 100 percent in this hypothetical scenario. The chance that someone would 

have a socially desirable answer at all four RR-questions would then be 43.5 percent. This is a lot higher than the 

number previously found (21.3%), but still nearly 20 percent lower than the observed percentage of respondents 

who gave socially desirable answers at each RR-question (61.5%). In this hypothetical case, it is more likely that 

61.5 percent would only have socially desirable answers. However, the underlying assumption here is that zero 

percent of respondents directly or indirectly employ illegal employees. Given the findings of the Dutch Labor 

Inspection, it seems highly unlikely that this assumption is correct. 

 

Analysis of non-response  

Of the 436 companies in the control group it is known that at 76 of them, violations of the WAV have been 

detected. This amounts to 17.4 percent. The percentage of cheaters in the control group is 35.6 percent. If we 

apply the correction for cheaters to the control group, this leads to an estimated percentage of 17.8 percent that 

violate the WAV. This means that our estimate only exceeds the threshold of 17.4 percent by 0.4 percentage 

points resulting in a correction factor of 0.98 (=17.4/17.8). This still somewhat underestimates the level of rules 

violation though since we know that 22 percent of the gross sample have violated the WAV. This means that 

offending companies have participated less often in this study which is consistent with the assumption that 

companies that have violated the rules will be less willing to take part in studies like this. Taking this into 

account leads to a correction factor of 1.24 (= 22/17.8). 

 

Estimates of violation of the WAV by sector  

In order to estimate the extent of non-compliance to the Wav, the following steps need to be taken: 
- Step 0: Results before corrections. This gives the ‘standard’ RR-estimates. 

- Step 1: Correction for cheaters on the basis of socially desirable response patterns. 

- Step 2: Correction for non-response based on comparison with the control group. 

 

Table 1 shows the levels of rules violation after each of the steps described above. 
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Table 1  Estimated levels of rules violation in 2006 (of the Wav) 

 Step 0: Initial 
estimates 

Step 1: 
Correction for 

cheaters 

Step 2a: 
Correction for 
non-response 
(factor = 0.98) 

Step 2b*: 
Correction for 
non-response 
(factor = 1.24) 

N (number of 
companies in 

survey) 

Dutch 
companies -2.9% 7.6% 7.4% 9.4% (±1.7%) 7293 

*  The 95%-confidence intervals are in brackets. 

  

7. DISCUSSION 
Various studies have shown that the RR method gives better insight into hidden populations than direct 

questioning when conducting survey research. There are, however, a number of drawbacks to this method. 

Without any control mechanisms built into the research design, the results are not always useful and there are 

even negative estimates possible as was initially the case in this study. By correcting for cheaters we did arrive at 

positive estimates, but this came at the expense of a large group of respondents. It’s very important to stress here 

that positive estimates by themselves are not a sufficient guarantee for valid results. A control group as included 

in this study offers a way of testing the validity of the results. The outcomes for the control group made it 

plausible that the corrected estimates are more valid than the estimates before correction. It should be noted here 

that it can’t be completely ruled out that this particular group of respondents (the control group) answered 

differently from other respondents. The fact that they have been inspected by the Dutch Labor Inspection might 

influence their response process. Furthermore the Labor Inspection figures relate to a snapshot, while our study 

looks at the whole of 2006. Thus it is possible that the Labor Inspection on the day of their inspection finds no 

illegal workers or irregularities, but the employer the next day employs an illegal worker or otherwise violates 

the rules. The number of offenders at any given moment is usually less than the total number of offenders during 

a year. 

 

Each correction step adds a certain degree of uncertainty to the estimates. Step 1 adds uncertainty through the 

smaller response numbers after correction for cheaters and step 2 through the fact that the control group may be 

different from the other groups. However, since the estimates for the control group after step 2 are very close to 

the actual percentage of rules violation and we have corrected for non-response, a strong case can be made that 

the estimates have become more accurate. Under the assumption that the other groups behave similarly to the 

control group, the confidence intervals would actually become smaller. 

 

Randomized response and the ‘big data’ revolution 
In light of the rapid developments in internet and communications technology, we briefly discuss the potential 

relationship between randomized response and so-called ‘big data’. Big data can be very useful for gaining (new) 

insights into people, to target people for instance for marketing purposes and also to help people make better or 

more effective decisions. However, the exponential increase in data being generated and collected has also 

caused increasing concerns about privacy issues, especially in relation to the disclosure of sensitive information. 

Randomized response could potentially ease some of these concerns by guaranteeing the anonymity of 

individual characteristics being collected. Traditionally randomized response is used in the data collection 

process to give respondents a guarantee of privacy. Potentially this techniques can also be applied to data that 

has already been collected, for instance through direct questioning or from registration systems. This data can 

than be randomized by applying a randomization device as used in randomized response. The privacy of 

individuals would be guaranteed than because it isn’t possible to determine which individual answers are 

‘truthful’ and which are the result of the randomization device. It however would still be possible to generate 

population estimates about the behavior or characteristic of interest, based on the probability distribution of the 

randomization device. 

 

Concluding remarks 

We are aware that it is not always possible to include a control group into a study. But even without a control 

group, the study presented here serves as an example that under reasonable assumptions,  corrections for cheaters 

and non-response (can) lead to more valid results. Our research contributes to the further optimization of the 

randomized response design. We believe that the RR method with control mechanisms as discussed in this article 

is a step forward for mapping hidden populations such as illegal workers. 
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